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ASSESSMENT 

TOPIC: TCP SESSION HIJACKING 

1. What is a common method of session hijacking where the attacker 

uses source-routed IP packets to insert commands into a communication 

while disguised as an authenticated user?  

A. IP Spoofing* 
B. Blind attack 

C. Cross site scripting 

D. All the above 

2. The whole point of TCP session hijacking is to be able to steal or 

predict a ___________. 

A. Client IP address 

B. Session Token* 
C. Server location 

D. MAC address 

3. TCP Session Sequence and Acknowledgment number prediction is 

one of the techniques not used in session hijacking attacks. 

A. True 

B. False * 
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