
1. Which of them is not an example of physical hacking?

a) Walk-in using piggybacking

b) Sneak-in

c) Break-in and steal

*d) Phishing

2. It is important to limit ____________ to all data and information 

as well as limit the authority for installing software.

a) work-load

*b) employee access

c) admin permission

d) installing unwanted apps

3. Which of the following is not a proper aspect of user integration?

a) Employee’s authentication

*b) Physical authorization

c) Access control

d) Representing users in the database

4. A physical security mechanism consisting of a small area with two 

doors used to hold an individual until his identify can be authorized 

is called a _______________.

A. Turnstile

B. Holding area

*C. Mantrap

D. Man-in-the-middle

5. Different organizations have different physical security protection 

requirements, thus they require different types of controls and 

countermeasures. Which is NOT a legitimate justification for using 

security guards at a facility?

A. They are one of the best deterrents for potential intruders.

B. They are flexible and can be positioned randomly.

C. They provide judgment and understanding of different situations.

*D. They are cheaper than most automated detection systems.

6. Which physical security system can trigger appropriate incident 

response

*a. Security guard

b. CCTV

C. Perimeter markings

d. None of above

7. Which physical security system can deter potential intruder 

a. Security guard

b. CCTV

*C. Perimeter markings

d. None of above


